
IT CRIMES AND LAWS

1 Course Title: IT CRIMES AND LAWS

2 Course Code: YBS5108

3 Type of Course: Optional

4 Level of Course: Second Cycle

5 Year of Study: 1

6 Semester: 2

7 ECTS Credits Allocated: 3.00

8 Theoretical (hour/week): 2.00

9 Practice (hour/week): 0.00

10 Laboratory (hour/week): 0

11 Prerequisites:

12 Language: Turkish

13 Mode of Delivery: Face to face

14 Course Coordinator: Dr. Ögr. Üyesi MERYEM AYŞEGÜL KOZAK ÇAKIR

15 Course Lecturers:

16 Contact information of the Course 
Coordinator:

Dr. Öğretim Üyesi Ayşegül KOZAK ÇAKIR
kozak@uludag.edu.tr
+90 224 294 26 95 Dahili: 62728

Uludağ Üniversitesi İnegöl İşletme Fakültesi Yönetim Bilişim 
Sistemleri Bölümü 
İnegöl-BURSA

17 Website:

18 Objective of the Course: To be able to distinguish crimes committed in the field of informatics 
from other crimes, to be able to think about specific legal issues 
such as the problem of the place where the crime was committed, to 
have an idea about the cases of other crimes organized in the 
Turkish Penal Code that were committed by means of information 
systems.

19 Contribution of the Course to 
Professional Development:

Gains knowledge of cyber crimes.

20 Learning Outcomes:

1 To be able to discuss the concept of informatics in depth

2 Distinguishing crimes committed in the field of informatics 
from other crimes

3 To be able to make an assessment on whether the current 
regulations are sufficient to punish the acts committed in 
the field of informatics.

4 It should be possible to think about specific legal issues 
such as the problem of the place where the crime was 
committed.

5 To be able to have an opinion about the crimes of other 
crimes regulated in the TCK, committed through 
information systems
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21 Course Content:

Course Content:

Week Theoretical Practice

1 General information about the course

2 Informatics, internet and crime concept

3 Overview of regulations in the field of history 
and informatics

4 TCK'da düzenlenen bilişim suçları

5 The crime of entering the information system 
illegally

6 Crimes of blocking, destroying, destroying or 
modifying the system

7 lesson repetition

8 The crime of misuse of debit and credit cards

9 Crimes related to private life and the secret 
sphere of life as a cyber crime

10 The Commitment of the Classic Crimes in the 
Turkish Penal Code through Information 
Systems

11 Cyber Crime Agreement

12 Searching Copy Confiscation on Computers

13 The Problem of Place of Crime on the 
Internet

14 lesson repetition

22 Textbooks, References and/or Other 
Materials:

23 Assesment

TERM LEARNING ACTIVITIES NUMBE
R

WEIGHT

Midterm Exam 1 40.00

Quiz 0 0.00

Home work-project 0 0.00

Final Exam 1 60.00

Total 2 100.00

Contribution of Term (Year) Learning Activities to 
Success Grade

40.00

Contribution of Final Exam to Success Grade 60.00

Total 100.00

Measurement and Evaluation Techniques Used in the 
Course

Relative evaluation

24 ECTS / WORK LOAD TABLE

Activites Number Duration (hour) Total Work 
Load (hour)

Theoretical 14 2.00 28.00

Practicals/Labs 0 0.00 0.00

Self study and preperation 0 0.00 0.00

Homeworks 0 0.00 0.00

Projects 0 0.00 0.00

Field Studies 0 0.00 0.00

Midterm exams 1 30.00 30.00

Others 0 0.00 0.00

Final Exams 1 35.00 35.00

Total Work Load 123.00

Total work load/ 30 hr 3.10

ECTS Credit of the Course 3.00

25 CONTRIBUTION OF LEARNING OUTCOMES TO PROGRAMME 
QUALIFICATIONS

PQ1 PQ2 PQ3 PQ4 PQ5 PQ6 PQ7 PQ8 PQ9 PQ1
0

PQ11 PQ12 PQ1
3

PQ14 PQ15 PQ16

ÖK1 0 0 0 0 0 0 3 0 0 0 0 0 0 0 0 0

ÖK2 0 0 0 0 0 0 4 0 0 0 0 0 0 0 0 0

ÖK3 0 0 0 0 0 0 5 0 0 0 0 0 0 0 0 0



ÖK4 0 0 0 0 0 0 3 0 0 0 0 0 0 0 0 0

ÖK5 0 0 0 0 0 0 2 0 0 0 0 0 0 0 0 0

LO: Learning Objectives    PQ: Program Qualifications

Contrib
ution 
Level:

1 very low 2 low   3  Medium 4 High 5 Very High


